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An IPVM investigation reveals Verkada has sent more than 10,000 unsolicited commercial emails to 23 US school districts,
regularly ignoring senior officials' requests to stop, while emailing dozens unrelated to security such as second grade and
Life Skills teachers, assistants, elementary school principals, a nutrition specialist, and others.

This massive spam email operation raises ethical and legal concerns about the tactics the aggressive Silicon Valley tech
startup has taken, shedding further light on Verkada practices that various school end users have complained strongly about
(see "Arrogant, Rude, and Relentless" - Verkada Sales Targeting End Users).

Inside this report, we examine the breadth and depth of Verkada's junk email marketing campaign to these school districts.
In the coming weeks, IPVM will publish further articles based on this database. Verkada declined to comment for this report.

IPVM Verkada Email Database

Thanks to state public record laws, IPVM obtained over 14,000 emails across 23 school districts in 8 states over the past 3
months:

https://ipvm.com/reports/verkada-school


A minority of the emails (less than 5%) represent auto-replies, emails touting Verkada from its partners, and certain districts
which agreed to join a webinar or eventually did buy Verkada.

(IPVM omitted Chicago Public Schools for this calculation as the massive school system only allowed IPVM to obtain emails
from 10 out of ~39,000 staff).

Estimate Of Total Emails: 1+ Million

IPVM estimates that Verkada has sent over a million unsolicited commercial emails to US schools. From our sample, an
average of 13.2 Verkada commercial emails was sent per school. Multiplying this average by the US' 98,469 total public
schools, this means Verkada may have realistically sent ~1.3 million marketing emails to US public school employees. This
number is likely even higher due to omissions from the documents we received.

Method Explained

In order to be as representative as possible, IPVM sent information requests to small, medium, and large school districts in 8
states from across the US: California, Illinois, Texas, Florida, Mississippi, South Carolina, Pennsylvania, and Vermont. Of
those 86 districts, 24 have responded with relevant documents so far.

https://nces.ed.gov/fastfacts/display.asp?id=84


Beyond size and location, the district themselves were chosen at random, i.e. IPVM did not target districts that were already
Verkada customers. The period covered by the emails is from 2018 to mid-August/September 2021.

2021 Trend: Increased Targeting, Rise Of the 'MDR'

Initially, Verkada targeted districts with a few salespeople or simply by "Verkada Team" but since 2021 many are titled
"Marketing Development Representative" (MDRs) on LinkedIn (though falsely identified in the emails as "Operations At
Verkada"). For example, in 2018, only 7 separate Verkada accounts including "Verkada Team" emailed South Carolina's
Charleston County Public Schools district, e.g. on April 25 2018 alone, "Verkada Team" sent the same webinar invite to 164
of the district's employees.

However, starting in 2019 until today, 30 separate Verkada employees have targeted the district. Starting in 2021 these have
mostly been marketing people like Ash Ganapathi, Grant Miller, Brad Ayres.

Similarly, a single high school in Evanston IL received 338 emails in 2021 mostly from MDRs such as Sam Moon, Emily
Ehlers, Quinn Griffiths, Ryan Talley, etc.

This trend makes sense given Verkada's aggressive hiring of sales staff, now at ~500 of its almost 1,000 employees, more
than doubling in just 1 year per LinkedIn and up more than 8x since its ~60 sales staff in April 2019.

Relentless Emailing: "I receive so much advertisement from you it is ridiculous. stop"

IPVM obtained 142 Verkada marketing emails from Illinois' Elgin Area School District U-46. In September 2020, John
Heiderscheidt, U-46's Director of School Safety and Culture, replied to a Verkada marketing email about a COPS grant with
"stop. I receive so much advertisement from you it is ridiculous. stop":

https://drive.google.com/drive/folders/1IwVcpVZUG1ENunes44zMnPgaeoiXP0Pt
https://www.linkedin.com/in/asganapa
https://www.linkedin.com/in/grant-miller-1a0410a9/
https://www.linkedin.com/in/bradleyayres/
https://d1tzzns6d79su2.cloudfront.net/uploads/51ef/ef70/rollett email scan foia.pdf
https://www.linkedin.com/in/samuel-moon-9b1aa6a9/
https://www.linkedin.com/in/emilyehlers
https://www.linkedin.com/in/quinn-griffiths-78765b202/
https://www.linkedin.com/in/ryan-talley/
https://ipvm.com/reports/verkada-sales
https://s.ipvm.com/uploads/embedded_file/798b3876e99609e49f0431e39c6970b338be908ccc6cc0d89c34b29215122841/23dc181c-308f-4375-a891-a8954af7ba4e.pdf
https://www.u-46.org/site/default.aspx?PageType=3&ModuleInstanceID=21308&ViewID=7b97f7ed-8e5e-4120-848f-a8b4987d588f&RenderLoc=0&FlexDataID=57322&PageID=13749


Verkada confirmed he was removed from their mailing list and Heiderscheidt replied that "there is a process" for becoming a
vendor by registering with Business Services, urging "please don't contact me on linked-in either":

But Verkada's enterprise account executive Kyle Bettencourt (brother of Global Sales VP Ryan) persisted, emailing
Heiderscheidt the day after, stating "apologies for the aggressive follow up" while touting Verkada's K12 solution:

https://www.linkedin.com/in/kylebettencourt925/
https://www.linkedin.com/in/ryan-bettencourt-23780245/


The "your colleagues thought" line is notable since it relates to Verkada cold emailing numerous school staff unrelated to
security or IT, trying to get those staff to introduce Verkada to those actually responsible for purchasing video surveillance.

The school's director replied that he has been "as polite as possible", re-iterating "you need to connect with our Business
services department":

Even after this exchange, Verkada persisted in emailing different members of U-46 over a dozen times only for U-46 to
reiterate their lack of interest on September 30, 2020 ("we're not interested"):



"REMOVE ME FROM YOUR EMAILS"

Verkada is behind 839 marketing emails to California's San Juan Unified School District, whose COO Frank Camarda
replied in 2019 in all caps "REMOVE ME FROM YOUR EMAILS:"

A screencap of that response is shared below:

https://drive.google.com/drive/folders/1SOqau946RW6o7Rn3e2ah4uS0y_FnZiU0
https://www.linkedin.com/in/frank-camarda-a38630ab/


In response Verkada asked "could you point me in the right direction" while confirming Camarda had been removed:

"Please Remove My Email" To No Avail

Verkada sent 401 marketing emails to Florida's Sarasota County Public Schools, including 8 to Garden Elementary
Principal Amy Archer who replied in March 2019 "please remove my email from your list":

However, Verkada persisted, emailing Archer three times in 2021, including "dropping a voicemail":

https://documentcloud.adobe.com/link/track?uri=urn%3Aaaid%3Ascds%3AUS%3Abb19828a-211a-43a8-a9f3-b4c94c8e069b
https://www.sarasotacountyschools.net/domain/1405


Tech Director Emailed 50 Times, Only Responds Once

Verkada emailed California's Charter Oak Unified School District at least 306 times since 2018, including 50 emails to its
tech director Eric Martinez, the most out of any District employee; Verkada also mailed Martinez a MagLite flashlight.
However, Martinez only replied once, in April 2019, stating: "we currently do no [sic] have a need" for security cameras:

But Verkada emailed Martinez 18 times since then, to no reply. In August 2021, the District's security director Amy Gierloff
told Verkada they had "gone with another contractor":

But Verkada still tried to push, asking "would you be open to us putting in a competitive bid on your projects?" to which
Gierloff replied "No":

https://www.cousd.net/domain/38
https://www.cousd.net/domain/38
https://www.cousd.net/domain/472


Persists Emailing Despite New Camera System

Verkada emailed California's Oakland Unified School District 364 times, including 70 emails to executive technology
director Colleen Calvano, but she replied only once in June 2021 that "we are not interested at this time as we have just
rolled out a new camera system":

However, Verkada and its partners emailed Calvano 10 times afterwards regardless, touting YETI mugs and gift cards:

Persists Despite Told "Not In The Market" Twice

Verkada sent 152 unsolicited emails to Texas' Decatur Independent School District, whose tech director Troy Bagwell told
Verkada that "we are not in the market" in February 2019:

https://www.linkedin.com/in/colleen-calvano/


Bagwell repeated to Verkada in October 2020 that "we are not in the market" but Verkada persisted, emailing District staff
over two dozen times afterwards, well into this year. Decatur never emailed back expressing interest.

Emailing Staff Unrelated To Security

Verkada emailed second grade teacher Tatia Williams of Charleston County Public Schools aver two dozen times from
2019 to 2021 to no response, e.g. in June 2021:

For Illinois' Evanston Township High School, Verkada emailed Taylor Dante, a Nutrition Services Specialist at least twice:

https://drive.google.com/drive/folders/1IwVcpVZUG1ENunes44zMnPgaeoiXP0Pt
https://www.linkedin.com/in/tatia-williams-b21b2412/
https://d1tzzns6d79su2.cloudfront.net/uploads/51ef/ef70/rollett email scan foia.pdf
https://www.linkedin.com/in/dante-taylor-b31a2b65/


Also for Evanston Township High, Verkada has emailed Darlene Gordon, a teacher of Business, Public Safety and Life
Skills in June 2021:

Verkada emailed California's Oakland Unified School District facilities director Kenya Chatman 27 times, who never
responded until January 2021 when she said "Not my department to handle cameras":

https://d1tzzns6d79su2.cloudfront.net/uploads/51ef/ef70/rollett email scan foia.pdf
http://darlenegordon.yolasite.com/
https://www.linkedin.com/in/kenya-j-chatman-3064b77/


While Verkada itself appears to have stopped emailing Chatman, she was still contacted eight times in August 2021 by
Verkada partner ITMGMT offering Amazon gift cards and a YETI Rambler to attend Verkada webinars:

In 2018, Verkada emailed Christine Morgan, a biology teacher at Texas' Decatur Independent School District:

In that exchange, Verkada achieved what they wanted, which was the biology teacher forwarding the email to Chris Mogan,
a high school principal.

In 2020 Verkada also emailed Decatur ISD's Lana Coffman, principal of Young Elementary School:

https://it-management.com/
https://www.facebook.com/DecaturHighSchool/posts/biology-teacher-christine-case-mogan-was-honored-today-as-decatur-high-school-de/10161470821920397/
https://www.linkedin.com/in/chris-mogan-2957a0194/
https://schools.texastribune.org/districts/decatur-isd/young-elementary-school/


Comments (39)

John Honovich IPVM |

Charles, Carl, great work!

For California's Charter Oak School District, Verkada emailed numerous staffers not in charge of procurement, from IT techs
to assistant principals to executive assistants:

13 emails to Ivan Ayro, director of adult & career technical education
21 emails to Gregory Frotton, IT Technician
26 emails to Fred Gonzales, IT Technician
12 emails to Erin Villaverde, Assistant Principal
12 emails to Earvin Santos, IT Technician
13 emails to Lisa Raigosa, Alternative School Principal
4 emails to Lori Mikesell, Executive Assistant to the Superintendent
13 emails to Lori Drake, Principal at Charter Oak High
Verkada also emailed former Superintendent Michael Hendricks three times in August 2021 despite Hendricks
resigning in 2019.

Ethical, Legal Questions Raised

These aggressive mass email campaigns raise legal concerns as the US FTC, under 2003's CAN-SPAM rule, regulates
email marketing with mandates like "honor opt-out requests promptly". Ethically, the mass emails also raise concerns
around wasting public officials' time by filing up inboxes with mass emails and contacting numerous staffers, creating
potential logistical hurdles.

In the coming weeks, IPVM will be publishing more articles based on these emails and the specific issues they raise.

Verkada Declines Comment

Verkada's spokesperson Linden Zakula, senior VP at PR firm Risa Heller
Communications, who "specializes in crisis communications" was given a
preview of our concerns and findings but responded:

We will not be sending a response. Thanks.

https://en.wikipedia.org/wiki/Charter_Oak_Unified_School_District
https://www.linkedin.com/in/ivan-ayro-ed-d-51a66a52/
https://www.linkedin.com/in/gregory-frotton-he-him-51b0bb20/
https://www.cousd.net/domain/38
https://www.linkedin.com/in/erin-villaverde-26ba2a15/
https://www.linkedin.com/in/earvin-santos-3a3aab31/
https://transparentcalifornia.com/salaries/2017/school-districts/los-angeles/charter-oak-unified/lisa-raigosa/
https://www.cousd.net/Page/394
https://www.linkedin.com/in/lori-drake-24b70a7a
https://www.sgvtribune.com/embattled-charter-oak-unified-superintendent-resigns
https://www.ftc.gov/tips-advice/business-center/guidance/can-spam-act-compliance-guide-business
https://www.linkedin.com/in/lindenzakula/
https://risaheller.com/employee/linden-zakula/


Verkada is part of a troubling Silicon Valley trend where tech bros or, in fairness to Verkada's Chairman "sales athletes",
bombard prospects and even people who are not prospects until they get a sale.

This is the tech bro equivalent of a guy hitting on every girl in school over and over again. "Wanna? Wanna? Wanna? No. But
how about now? Now?"

It's not innovative and I don't think it's ethical. And as we covered in Verkada - Deceptive "Prevent $100,000 Tailgating"
Campaign, there are numerous concerns with their practices conflicting with FTC rules.

From speaking with various sales executives, Verkada's bombarding tactic is shocking even to them and something that has
conventionally not been done. But Verkada clearly does not care. And it may very well be that this generation of Silicon
Valley tech bros, much like how they gamed social media and punished the public, will break prospecting unless and until
the government steps in and punishes such behavior.

Undisclosed Manufacturer #1

Fine upstanding citizens

Undisclosed Integrator #2

Maybe I’m a little dense here. Since these appear to come from verkada.com, why didn’t these frustrated IT guys place them
in a spam filter?

John Honovich IPVM |

In reply to Undisclosed Integrator #2

Verkada sends them to all sorts of people, only a minority of them are "IT guys". Their was a Reddit thread where an IT
person talked about doing that:

They have hounded me for years and my requests to them to stop went ignored. When they started spamming
my entire admin team and board members, I flagged all email from their domain to be quarantined.

Clint Hays
In reply to John Honovich

Domain wide filtering is brutal, but it could be what's needed in situations like this.

Undisclosed #5
In reply to Clint Hays

We should go into business together, and provide “Verkada Domain Filtering” for schools.

Daniel Lewkovitz ​
In reply to John Honovich

I flagged all email from their domain to be quarantined.

Fast forward to years from now when some rube implements Verkada and nobody can work out why none of the alert
emails ever seem to arrive....

Undisclosed End User #4
In reply to Undisclosed Integrator #2

https://ipvm.com/reports/verkada-hans
https://ipvm.com/reports/verkada-100k-tailgaiting
https://www.reddit.com/r/k12sysadmin/comments/nriofe/rant_verkada_marketing_garbage/


I think I can elaborate a little on this.

To get the full story, someone would have to understand the RFP/bid process that's required when purchasing big rollouts
like Verkada sells in a school system.

From what I know: essentially if IT blocks their domain and maintenance puts a bid out for access control, Verkada may try
to contact for a bid but wont reach anyone. This could essentially allow Verkada to claim they weren't given a fair shake,
which is what the rfp process should provide, and cause the entire process to be redone.

Shannon Davis IPVMU Certified

I thought the CAN-SPAM Act was supposed to help alleviate this?

John Honovich IPVM |

In reply to Shannon Davis

Yes but the problem is it is rarely enforced and sellers like Verkada are aware that the chances of actually being punished
are low.

Shannon Davis IPVMU Certified

In reply to John Honovich

Perhaps if more of these school districts and all the others bombarded by their emails would visit the FTC's complaint
site then maybe some action would be taken. Of course they probably don't have the time in their day to do this either.

ReportFraud.ftc.gov

https://reportfraud.ftc.gov/#/?pid=B


John Honovich IPVM |

In reply to Shannon Davis

It's a good idea! It's not something I hear regularly discussed so I am guessing most people don't think of doing that.

Undisclosed End User #3
In reply to Shannon Davis

I'll do this with all their emails and phone calls from now on. As far as I know, I'm the only one that they contact at
my company. I have participated in their webinars in the past at a previous employer but not here.

They apparently don't keep track of how many Yeti's/flahslights/radios/gift cards they send out to a person because
I had quite the haul until my wife started selling them all. Maybe if we all participated in five webinars we could
exhaust their marketing budget!

Shannon Davis IPVMU Certified

In reply to Shannon Davis

You know what is "Unhelpful" is the constant bombarding of spam emails everyday!!!!

Brian Karas Pelican Zero |

First, I will state the obvious, which is that Verkada has been successful, broadly speaking, with their marketing approach.

However, I think they are quickly running up against the limits of what I'll call "Silicon Valley" style marketing into the security
industry. The average buyer/decision maker for security products in larger accounts despises this kind of behavior. You
cannot "growth hack" a security company using the methods you read about on LinkedIn and in various HubSpot-y forums
and newsletters.

I'm not going to get overly in depth here, in order to keep this comment brief, but successfully scaling security companies is
about building trust in your customer/potential customer. It's not about A/B testing emails, highly engineered text and catch
phrases (eg: "Your colleagues thought..."), or approaches like that. These methods can certainly help, and should not be
totally ignored, but they're not the primary strategy.

IMO, Verkada is getting to the point that they are going to wind up with these organizations just blocking all email from the
verkada.com domain.

Hans Kahler Eagle Eye Networks |

In reply to Brian Karas

keep this comment brief

Given this was from Karas - it's the most amazing thing I've seen all day

(of course the day is young)

John Honovich IPVM |

In reply to Brian Karas

I think they are quickly running up against the limits of what I'll call "Silicon Valley" style marketing into the
security industry.

Are you sure? Exhibit A for the defense:



From Vivint doorknockers to Verkada inside phone sales....

Related, LinkedIn reports 70 Verkada employees in Austin and approaching 50 in SLC:

As for:

You cannot "growth hack" a security company using the methods you read about on LinkedIn and in various
HubSpot-y forums and newsletters.

Evidently, Verkada is testing out this hypothesis.

Related, Verkada is going to continue to expand horizontally, e.g., they will soon announce / release a visitor
management system:



So maybe they only get 2% or 5% or 10% or whatever small fraction of customers to respond to them, but they are going to
virtually all of their "building OS" spending from video to alarms to access to HVAC to A/V to visitor management system,
etc. Thoughts?

Brian Karas Pelican Zero |

In reply to John Honovich

Are you sure?

Definitely not "sure", and there can be a bit of a lag between alienating a significant part of your addressable market
and that actually reflecting in pipeline.

Related, LinkedIn reports 70 Verkada employees in Austin and approaching 50 in SLC:

I'm not sure what to take from that in context of Verkada potentially hitting a growth wall. A big part of their strategy and
logic appears to revolve around trying to hire through the problem. Add enough warm bodies on phones, and it must
contribute to growth, right? What's impossible to know from the outside is the ratio of new hires to actual new revenue
growth. With the kind of VC-backing they are taking, and what I would imagine is/was their pitch to investors, I would
expect them to continue to hire even if every single security buyer banded against them right now.

Undisclosed Integrator #6
In reply to Brian Karas

there can be a bit of a lag

Depending on how big a lag there is and how fast you move, there can be a lot of money to be made there.

But what about recurring revenue. Sure, you're getting hated by your non customers, but since this is HaaS... Do
you care? If you get enough customers that aren't willing to rip it all out, maybe you don't need to care.

Step 1: build something moderately interesting

Step 2: aggressively sell it to gain a foothold in the market

Step 3: watch the cash flow in

Step 4: get bought and move to Cancun

OR

Step 4: temporarily fire all the sales people, rebrand as Verkada 2.0, spend a year or two developing a NEW line of
products and then return to step 2



John Honovich IPVM |

In reply to Undisclosed Integrator #6

Depending on how big a lag there is and how fast you move, there can be a lot of money to be made
there.

But what about recurring revenue. Sure, you're getting hated by your non customers, but since this is
HaaS... Do you care?

I second #6's point here. Maybe Verkada assumes their customers love their offering but even if they do not,
they know the reality of lock-in. If a school district buys 300 Verkada cameras with 5 year [nonrefundable]
licenses, even if they are unhappy with it, what are they going to do? Throw that all away and start over? The
economics of lock-in make that very difficult.

That logic reinforces why a blitzkrieg lightning sales expansion makes economic sense. Get as many users in
as quickly as possible, get them locked in as deeply as possible (video, access, intrusion, visitor management
system, etc.)

It will be interesting to see what Verkada does in the next few years, what they tell employees is IPO but going
public would bring a vast amount of more scrutiny to them and force them to run this for even longer. My gut feel
is that they will push as hard as they can for as long as they can, try to pursue an IPO and use that for leverage
to get a giant company to buy them out before that. Then whatever giant company acquires them will deal with
this and will most certainly clean up the practices.

Undisclosed Integrator #8
In reply to John Honovich

Nothing stop Verkada from "opening" cameras for integration a few years later.

John Honovich IPVM |

In reply to Undisclosed Integrator #8

Agreed, they could open up but why would they, if they resisted this long, why would they do so later?

Compare to Rhombus Makes Secret Deals Not To Take Select Customers Hostage

Brian Karas Pelican Zero |

In reply to Undisclosed Integrator #6

But what about recurring revenue. Sure, you're getting hated by your non customers, but since this is
HaaS... Do you care?

Yes, I completely agree. In theory you could lock in a bunch of customers, cut sales and marketing spend way
back and live off the RMR for a while until you figure out a pivot. It's an extreme example, but the point is unlike
a traditional 1-and-done type of sale, the RMR model gives you a pretty predictable allowance, and of course
also drives up valuation much more than the more traditional transactional sales.

Also, Verkada's expansion to other products is logical in this case. Once you've got a bunch of locked-in
customers, odds are you can convince a lot of them to double down on that decision with additional products
and subscriptions.

Undisclosed End User #4

I've commented this before- but its worth saying again here.

https://ipvm.com/reports/verk-chair-lock
https://ipvm.com/reports/rhombus-no-hostage


I work for a small school district, video security is one of my purviews. One of my colleagues was targeted by Verkada and
took the bait. He pestered me for weeks and even brought one of their salespeople on site to schmooze me.

The only way I was able to cut contact with them was to get on a zoom call and essentially read them their company history.
From the fake titles to the sexual harassment and spying on end user video feeds. I ended the call by asking them to never
contact anyone in our system again.

To my knowledge they have left us alone. They haven't even made contact to provide return shipping for their demo
equipment they left!

I absolutely despise this company and the way they handle things. If they find success in this industry, others will adopt these
unethical tactics. People are not informed enough about their awful history and predatory business model to know to stay
away- please spread the word!!

Undisclosed End User #10
In reply to Undisclosed End User #4

They sell buy sucking suckers. Great way to do business. Go in the back door and just start selling your stuff.

Chris Smith

The excessive marketing strategies in use today are going to come toppling down. This might be the start of it. It isn't wise to
anger the education sector.

Brian Karas Pelican Zero |

In reply to Chris Smith

Totally agree. Those marketing techniques work when your addressable audience is huge and you can afford to burn a
large portion of it, or when your product is a network-effect kind of thing (eg: Facebook) and people will ultimately join
under duress and fear of missing out on pics/events/updates/etc.

Sonny Tai Actuate |

In reply to Brian Karas

What network effects do security cameras have?

Brian Karas Pelican Zero |

In reply to Sonny Tai

They don't, that was my point.

Sonny Tai Actuate |

In reply to Brian Karas

Ah good to go - went over my head �

Undisclosed End User #4
In reply to Chris Smith

While true, they already have managed to get a strong foothold in education.

They peppered us with recommendations from other school systems. Lucky for us, Verkadas reputation preceded them.
We knew to steer clear, but other systems will see the hundreds of other school system 'big wigs' that recommend their



products.

Undisclosed #7

it appears to me that the only (potentially) effective response to a Verkada sales effort is to reply with the Brooklyn Greeting

- YouTube

Undisclosed Manufacturer #9

I’m seriously tempted to turn the tables against Verkada and buy an email list for schools, then use Constant Contact to blast
this article out to all of them.

Undisclosed End User #10

When will SHI and IU13 realize Verkata is not a good company to do business with?

Verkada - IU13

Undisclosed End User #10
In reply to Undisclosed End User #10

You disagreed please comment. I'd love to hear from you. The harassment and shady tactics from Verkada is relentless.

Undisclosed End User #4
In reply to Undisclosed End User #10

You probably wont get a response. Looks like some Varkadawg came through and hit disagree on everyone's
comments.

Undisclosed #11

SEO: All these Verkada comments in a Verkada thread about Verkada mean anyone googling Verkada to learn about
Verkada is likely to find this Verkada post about Verkada.

https://ipvm.com/reports/spam-verkada?page=1#post_319663
https://www.iu13.org/administrators/statewide-software-sales/software-for-schools/verkada/


..... Verkada.

Sergio Guzman Pine Crest School | IPVMU Certified

Make Public.

William Brooks IPVMU Certified

After giving the Verkada cameras a fair shake for our school district, test ran 2 cameras for a month, and determined that
quality was average, interface had some nice qualities, licensing was very restrictive. Ultimately determined Verkada was not
a good fit, we did not want a proprietary system, with mandatory licensing fees, and wanted to control our video storage (right
decision there after seeing Verkada's poor track record in securing cloud video storage).

We told them we were not interested and they would not go away. Then they started emailing other people in the district, so
our tech department set our spam filter to block anything from Verkada. Problem solved.
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